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PowerMAN Overview 

 
 
Data Synergy PowerMAN Power Manager is an advanced software product giving organisations of all 
sizes a simple and effective solution to manage PC running costs. PowerMAN complements the built-
in power management features of Microsoft Windows® by providing: 
 

¶ Comprehensive, centralised,  configuration  of PC power management  
 

¶ Web-based, organisation-wide reporting of PC usage and costs 
 
PowerMANôs innovative approach allows PC power features to be simply and centrally managed 
using familiar Windows tools. This dramatically reduces implementation time and delivers rapid 
results. PowerMANôs unique web-reporting system allows both IT and non-IT staff to monitor progress 
and identify areas for improvement.  
 
The PowerMAN software is lightweight and scales very well. The client software (power policy 
implementation) is configured using standard registry based settings or Windows Group Policy. This 
does not normally require any additional server resources and will scale to the largest Windows 
based networks with ease. The PowerMAN reporting (server) software is only used for reporting and 
can handle > 50,000 computers on a single server. PowerMAN imposes minimal network bandwidth 
requirements and is designed to work alongside exist proxy and firewall systems. Typically, the 
standard power reporting feature generates less than 500 bytes of network traffic per day and the 
optional live reporting feature 2-4 KB/day depending upon activity. 
 
This document explains how to install and configure PowerMAN Power Manager. This document is 
intended for a system / network administrator. 
 
 

PowerMAN and PowerMON Products 

PowerMAN software is distributed in two forms - PowerMAN and PowerMON. 
 
The full software product is known as PowerMAN. This allows power management policies to be 
applied and power usage information to be monitored. PowerMON is a limited feature version of the 
same software that is used only for power monitoring. The same executable is used for both products. 
The term PowerMAN is generally used in the documentation. The supplied license key and 
ADM/ADMX files are different. Some sections in this document refer to features only available in 
PowerMAN. 
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New in PowerMAN v5.3 / v5.4 

The PowerMAN v5.4 release includes several significant new features. Some of these are available 
immediately upon installation whilst report related features also require PowerMAN Enterprise Server 
(PMES) v5.3 to be available. This release of PowerMAN is fully backwards compatible with previous 
releases of PMES. The following new features are present: 

 
1. PowerMAN now supports Windows 10.0. The features available are identical to PowerMAN 

running on Windows 7/8.x. 
 

2. PowerMAN now supports optional Live Reporting when used with PMES v5.3. This shows 
the current workstation status across the selected reporting site and optionally all sub-sites. 
This feature requires minimal additional network bandwidth to provide an instant 
understanding of the current operational situation. It is ideal for display on departmental 
dashboards or similar. 
 
Note: Live reporting requires a new client product key. This is available free-of-charge 
to PowerMAN customers with current software assurance agreements. 
 

 
 

3. PowerMAN now incorporates Availability Reporting when used with PMES v5.3. This report 
shows workstations that are available for use and those already in use broken down by 
reporting site. This feature is intended for use on operational dashboards and organisation 
intranets: 
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4. The PMES v5.3 reporting engine has been updated to provide more granular information. 
In particular reports now distinguish between workstations that are idle because no user is 
logged on and workstations that are idle but logged on. This information can be extremely 
useful when designing a suitable remedial power policy. The PowerMAN client ñNo Userò 
policy can be used to specifically target this scenario: 
 

 
 

5. The workstation detail report has been redesigned to distinguish periods when the 
workstation was shutdown, suspended or forced awake by an application. This allows a 
detailed understanding of the workstation lifecycle to be formed and power management 
designed accordingly. In addition periods when the workstation is continually shutdown / 
suspended are now specifically distinguished in the report: 
 

 
 

6. PowerMAN now supports a Protected Users feature. This allows exceptions to the power 
management policy to be centrally configured on a per-user basis. This complements the 
Protected Workstation feature that was introduced in release v5.2.8. 
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7. PowerMAN scheduled policies (sleep, shutdown, reboot and wake-up) may now optionally be 
configured to only apply on specific days of the month: 

 

 
 

  
8. PowerMAN may now optionally collect workstation hardware information. This may be useful 

when auditing an existing estate of workstations. This feature requires PowerMAN Server 
v5.3 or later and is enabled by default unless the computer identity is hidden. Information 
reported includes: 
 
a. Number of CPU sockets / cores / logical processors 
b. Estimated CPU speed (MHz) 
c. CPU make / model  
d. Installed RAM 
e. Motherboard make / model 
f. BIOS make / version / release date 
g. Number of hard / optical disks 
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9. The PowerMAN client has been improved to support: 
 

a. Ignore phantom (optical) mouse input when no user logged on 
b. Refresh user desktop upon resume 

 
10. The PowerMAN user interface has been extended with the following new optional features: 

 

¶ Opt-out and keep-awake selection may be discarded on logout or reboot 

¶ Notification of recent power events via the UI tray icon may now be disabled 

¶ Exit menu option may be disabled 
 
These changes are designed to increase power management compliance by avoiding 
unnecessary user distractions and discourage long-term abuse of the UI features. 

 
11. PowerMAN now includes a separate PowerINFO tool for power management debugging. This 

tool is also available as a free download on the Data Synergy website. The INFO command-
line tool now reports additional wake timer information for Windows Vista and later. 
 

12. Protected programs may now optionally include a minimum CPU activity threshold of 10-
100%. Programs running below the threshold are treated as unprotected. This more granular 
configuration is intended to reduce cases where power management is unnecessarily 
disabled due to an idle protected program. This feature is backwards compatible with existing 
policies. 
 

13. The ñProtected Server Serviceò feature has been expanded to permit granular protection of 
just file and/or printer shares. This is intended to reduce cases where power management 
is unnecessarily disabled on systems that share resources. This feature is backwards 
compatible with existing policies. 
 

14. The PowerMAN client now supports both Spanish and Italian language UI display. 
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PowerMAN Basics 

PowerMAN offers many power management and reporting features. This section explains the key 
features and terminology used throughout the rest of this document: 
 
 

Advantages over Windows built-in power management ï Why PowerMAN? 
 
Microsoft Windows includes a basic, built-in, power management system. This can be used to 
configure the computer to enter a low-power mode after a period of time. This feature has evolved 
with each version of Windows but remains limited. PowerMAN adds several important extensions: 
 

¶ Central configuration of all power management features 

¶ Multiple policies per user or computer 

¶ Specific policy when nobody is logged on 

¶ Multiple scheduled sleep, hibernate, shutdown or wake-up policies 

¶ Option to logout or shutdown on idle 

¶ Powerful, enterprise-wide, power management reporting 
 
PowerMANôs unique benefit is that it places all of these features in one place and allows them to be 
used in any appropriate combination. This allows effective power management strategies to be 
created for every organisation that meet user requirements and maximize energy saving. The 
inclusion of a built-in reporting suite means that progress can be monitored and policies fine-tuned as 
necessary. 
 

Low power modes - Shutdown, Hibernate and Sleep (S1-S5) 
 
Modern PCs can offer several different power-saving modes. The PowerMAN site reporting tool can 
be used to find which states are available on each PC. Not all modes are available on all systems and 
each has some advantages: 
 

¶ Shutdown (Power Off) ï The most efficient (and extreme!) method of power saving. This is 
generally not appropriate for situations where a user is logged on as it will result in loss of the 
userôs session. Some environments, such as shared access areas, may invoke a complete 
shutdown after sufficient warning to deter users from leaving computers on and unattended 

 

¶ Hibernate (S4) ï This consumes the same amount of power as shutdown but allows the user 
session to be restored with a short delay (usually about 30 seconds). This is appropriate for 
computers that are used long term by the same user and where it would be inconvenient to 
shut down the PC. Typically this policy would be used in an office environment.  

 

¶ Sleep (S1-S3) ï This consumes slightly more power than hibernate but allows the user to 
become productive again after only few seconds delay. Typically a PC in this state requires 
less than 5% of the operating energy. Three different sleep modes (S1-S3) are available. 
Each offers increased levels of energy saving. In most cases the available options may be 
changed by using the appropriate BIOS setting. 
 
In order of decreasing energy consumption the available states are as follows: 
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S1 Sleep 
(Smaller saving) 

System appears off. The CPU is stopped; RAM is refreshed; the 
system is running in a low power mode. To maintain the userôs 
session the power supply must remain connected. 
 

S2 Sleep System appears off. The CPU has no power; RAM is refreshed; 
the system is in a lower power mode than S1. To maintain the 
userôs session the power supply must remain connected. 
 

S3 Suspend 
(Bigger saving) 

System appears off. The CPU has no power; RAM is in slow 
refresh; the power supply is in a reduced power mode. This 
mode is also referred to as 'Save To RAM'. To maintain the 
userôs session the power supply must remain connected. 
 

S4 (Hibernate) 
(Biggest saving) 

System is off. The CPU and RAM have no power. This mode is 
also referred to as óSave to Diskô. The power supply may be 
disconnected without any loss to the userôs session. 
 

S5 (Shutdown) System is off. There is no user session.  
 
NB:  A system in the shutdown state may still consume some 
energy if connected to the mains supply. In most systems there 
is no measurable difference in power consumption between 
hibernate and shutdown. In some cases support for Wake-on-
LAN can slightly increase S4 power consumption. 

 
The hibernate and sleep low-power modes do not log out the current user. This can result 
in the next user being unable to logon as the workstation is locked by the previous user. 
Therefore these methods are not appropriate for systems in public access areas unless 
combined with an enforced user logout policy. PowerMAN will use the most energy efficient 
state supported by the hardware. S3 is more efficient than S1 

 
 

 

 

 

Data Synergy also supplies an enterprise tool for deploying BIOS 
settings. If you require this utility to quickly deploy hardware 
settings to multiple computers please contact your sales 
representative. 
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Idle-based power management versus scheduled power management 
 

 

 

PowerMAN allows power management 
actions to be triggered in two different 
ways: 
 

¶ When the system is idle 
 

¶ At a specific scheduled time 
 

Basic idle based power management is 
available from the Windows Control Panel. 
This can be used to configure the computer 
to enter a low-power state (sleep or 
hibernate) after a pre-set period of idleness.  
 
PowerMAN extends idle management to 
provide different policies for different users, 
times of the time and additional idle actions 
(logout, shutdown and reboot). 
 
The computer is idle when no user activity 
occurs (keyboard or mouse activity) for a 
pre-set time and no important programs are 
running. 
 
 

 

 

 
 
Scheduled power management allows 
the system to enter a low-power state or 
resume to a working state at a pre-set time.  
 
Idle and scheduled can both be useful. 
Some organisations select an idle driven 
approach whilst others are more 
comfortable with a scheduled system.  
 
 
 
 
 
 
 
 
 
 
 
 
In some cases it may be beneficial to use a 
mixture of approaches. PowerMAN fully 
supports this. 

 

Remember: Idle-based approaches 
generally offer greater energy savings 
because they allow each computer to 
respond dynamically to the environment. 
Scheduled approaches are more appropriate 
for environments with a rigid and predicable 
operating pattern. A timetabled school 
classroom is a common example. 
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Default, No User, and specific-user idle policies 
 
PowerMAN provides several different types of idle-based policies. Each has a specific use: 
 

¶ Default policy ï Applies whenever another policy is not applicable. This is ideal if only one 
policy is required or to define a fall-back policy for use when no other is relevant 
 

¶ No User policy ï Applies specifically when no user is logged on. This may be used to define 
a more aggressive power management strategy for this scenario. If a óno userô policy is not 
present then the default policy applies 
 

¶ Specific user policy ï Applies when a specific user or user group member is logged on. This 
allows a policy tailored for the user to apply. If no user policy is defined then the default policy 
applies. 

 

Multiple Policies ï Precedence order 

 
PowerMAN allows multiple policies to be defined for each of the default, no user and specific user 
categories. Each policy may have an optional start/end time and apply only on certain days. Either of 
the time fields may be left blank. PowerMAN processes the policies in strict order and will apply the 
first applicable policy at any given time. 
 

 
 

Policy enforcement feature (Anti-Insomnia) 

 
Windows uses an idle countdown timer to track the last significant system activity. When this timer 
reaches zero the computer normally enters a low-power state (suspend). Activity such as 
keyboard/mouse or CPU usage can reset this timer and postpone the low-power state.  
 
The Windows timer can also be inhibited or reset by applications. Applications legitimately do this 
when performing a critical task (such as an update) or when it would be inconvenient to the user for 
the system to enter a different power state. For instance, the idle timer is disabled when Microsoft 
PowerPoint is performing a slideshow.  
 
In some circumstances applications may make excessive use of this feature. This is sometimes 
known as PC óinsomniaô and results in the selected power management policy not performing as 
expected. This will reduce system energy efficiency and increase operating costs. Depending upon 
the installed applications this phenomenon may almost never happen or may be a constant problem. 
PowerMAN includes a powerful policy enforcement feature that can be used to overcome this 
undesirable behaviour. 
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The PowerMAN reporting system marks 
periods spent in this óforced awakeô state with 
an exclamation mark (!) symbol. This will 
result in increased energy consumption if it 
occurs during otherwise inactive (red) 
periods.  

 
 
There are several signs that policy enforcement may be required: 
 

¶ Computer power settings often fail to behave as configured 
 

¶ Power Management event log reports event #2003: óThe computer is being prevented from 
entering the idle state by an unknown programô 

 

¶ The historic report for a computer include significant periods marked óforced awakeô ï 
indicated with the exclamation mark (!) symbol character 

 
The PowerMAN Policy Enforcement feature allows you to configure a further ógrace periodô timeout in 
addition to the standard timeout setting. When this time has expired PowerMAN will force the 
configured power action to occur. This works alongside the Protected Programs/Files feature and will 
not enforce a power action whilst protection is active. 
 
The Policy Enforcement feature is enabled by default with a grace period of 15 minutes. This 
means that the assigned idle policy is enforced a maximum of 15 minutes after the last user activity. 
We recommend that this feature is not disabled to ensure maximum compliance. If necessary this 
feature may be configured or disabled. 
 
 

Monitoring progress with PowerMAN reporting 
 
PowerMAN allows PC operating information to be logged on a per-computer basis. This information is 
aggregated for each site and may be used to understand the usage profile of managed PC 
equipment, create a tailored management policy and monitor the on-going effectiveness of the policy. 
This process is fully described in a separate PowerMAN Server Platform guide. This section is 
designed to give you a brief overview of the features available. 
 

 
 

The PowerMAN reporting platform is 
available as either stand-alone, PowerMAN 
Enterprise Server, software or as a hosted 
service. Both product editions offer the same 
reporting features.  
 
The system presents PC power related 
information in a variety of graphical and 
tabular formats. The reporting system has the 
following key features: 
 
 

¶ Rank computers by inactivity level 
and highlight the most and least 
wasteful computers 

 

¶ Group similar computers, display 
summary information and drill-down 
to individual PCs 
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¶ Minimal network overhead at <0.5KB 
per PC/day. Only anonymous data is 
logged 
 

¶ Addition 2-4KB per PC/day if live 
reporting feature is also enabled 

 

¶ Download data in Excel compatible 
format 

 
 
 
 
 
 
 
 
Information is collected in an anonymous format that cannot be used to identify a specific user or 
the activity the user was performing. The information is uploaded in XML format using the industry 
standard HTTP POST protocol that is designed to work with proxy servers and network filtering. The 
protocol of the transmitted data is available, upon request, from PowerMAN Technical Support. 
 
The statistics for a site can be viewed by visiting a specific URL on the PowerMAN logging server. 
The default hosted server provided with PowerMAN is www.pmstats.org:443. Detailed logs are 
normally retained for at least three months and after this period summary information is retained for at 
least a further year 

 

Power Management Event Log 

 
PowerMAN incorporates a powerful power management event logging feature. This can be accessed 
with the standard Windows event viewer tool Eventvwr.exe.  
 
The event log combines relevant power related events together with PowerMAN activity in 
chronological order. This information can be extremely useful when investigating power management 
problems or fine tuning settings. There is a summary of the most commonly logged events in an 
appendix at the end of this document.  
 
PowerMAN event log on Windows Vista/7/8/10 (under Application and Services Logs): 
 

 
 

Reporting Root 

Student Computers 

Administration 

Academic Staff 

Resource Centre 

Public Access Area 

Research Staff 

Teaching Staff 

Tip: We recommend that each physical or functional area is reported on separately. We also 
recommend that each area with a distinct power management strategy is reported on 
separately. This will allow the effect of the strategy to be clearly measured. 

http://www.pmstats.org:443/
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PowerMAN can be configured to log additional information using the appropriate option under 
Advanced/Event Logging. The PowerMAN service must be restarted or the computer rebooted for this 
change to become effective. 
 
PowerMAN event log on Windows XP/2003 (under Event Viewer): 

 

 
 

 

Separate AC (mains) and DC (battery) policies 

 
PowerMAN provides separate power management policies for systems running on AC (mains) and 
DC (battery) power. This feature is commonly used to provide for greater power saving on battery 
powered systems. PowerMAN uses the term AC to refer to mains power and DC to refer to battery 
power. 
 

Tip: DC policies are ignored by default. This feature may be enabled by using the policy 
located under in the miscellaneous section. This feature may be ignored for desktop 
computers. 
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Product Installation  

Installation Prerequisites 

 
PowerMAN supports the following platforms: 
 

¶ PowerMAN Client ï Windows XP Professional, Vista, Windows 7, Windows 8.x and 
Windows 10.0 
 

¶ Reporting Server (optional) ï Windows Server 2003, 2008 and 2012 
 

The PowerMAN client is a common executable (EXE) on all supported versions of Windows. The 
client software is available in both 32-bit and 64-bit formats. The 32-bit version may be used in mixed 
32/64-bit workstations estates and offers identical features on 64-bit systems.  
 
In most cases the client software offers identical power management features on every supported 
Windows version. There are some minor differences between operating systems due to operating 
system design. Where necessary these are highlighted in this guide. In all other circumstances 
features and configuration are identical. 
 
PowerMAN is designed to integrate seamlessly with a Windows Active Directory / Group Policy 
(GPO) infrastructure and can, in many cases, be configured and deployed in less than one hour.  
 
Alternatively, PowerMAN may be installed with a variety of alternative deployment and configuration 
methods. Common examples are: 
 

¶ ZENworks 

¶ LANDesk 

¶ RM Community Connect 

¶ Altiris 

¶ HP OpenView 

¶ SMS 

¶ SCCM 

¶ XCOPY installation (single self-installing EXE) 
 
The following sections explain the two most common deployment methods using Windows GPO and 
an SMS/XCOPYinstallation. It also explains how the registry settings may be created, without an 
Active Directory infrastructure, using a standard Windows XP or later client computer. The 
appendices at the end of this guide cover more specific installations for ZENWorks and RM 
Community Connect. 

 

Windows 2000 Support: PowerMAN previously supported Windows 2000. This feature has been 
removed in v5.4.0. Please contact Data Synergy if you required Windows 2000 support for further 
information. 
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Getting to know your hardware 

 
Before commencing a live PowerMAN deployment we recommend you spend some time investigating 
your PCs to understand what power management features they support. This information can be 
invaluable later when planning a power management strategy or troubleshooting a problem. 
 
The following checks may be performed using the PowerMAN.exe located in the Standalone folder of 
the product distribution.  
 

1. First, check the power management capabilities of a sample PC with the command: 
 

POWERMAN INFO 

 
PowerMAN will display useful technical information about the PC. The power capability 
information is located at the end of the display. A typical abbreviated output would be: 

 
SystemPowerCapabilities:  

PowerButtonPresent            1  

SleepButtonPresent            1 

Supports S1 (CPU Sleep)       0  

Supports S2 (Sleep)           0  

Supports S3 (Standby)         1  

Supports S4 (Hibernate)       1  

Supports S5 (Off)             1  

é 

Min RtcWake State             S3 (Standby/STR)  

Min DeviceWake State          Unspecified  

Def aultLowLatencyWake State   Unspecified  

 

The five óSupports Sxô fields indicate which low-power state are supported. Generally 

support for any one of S1-S3 (sleep) and S4 (hibernate) is desirable. In some cases it may be 
possible to change the modes supported by amending the appropriate BIOS setting. 
 

The óMin RtcWake stateô field indicates the maximum low-power state that the system 

may self-resume (automatically wake) from. This is usually S1-S4. If you intend to use the 
scheduled wake-up feature you should consider this field when determining which low-power 
states to use. 
 

2. Secondly, you can check that the computer can sleep/hibernate and then self-resume about 
one minute later by using the following two commands: 

 
POWERMAN SLEEPCHECK 

 
or 
 
POWERMAN HIBERCHECK 
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Deployment Preparation  
 
Before starting on a PowerMAN deployment there are a few essential steps to prepare: 

 
1. Obtain a unique product key ï There are two different types of product keys available: 

 

¶ PowerMON (Reporting only) ï PC power usage information is reported a PowerMAN 
server for analysis and display. This is ideal for environments with an existing power 
management system or for long-term audit purposes. 

 

¶ PowerMAN (Full product) ï In addition to the reporting features above, all power 
management features are enabled. PowerMAN can apply and manage all power policies. 

 
For the purposes of this document the following fictitious information is used: 

 
Organisation:    Example Corporation Limited 
Product Key:     XGHK-GABQ-GDTH-UJKQ-HYJK-DBKY 

 
NB: This product key is a demonstration key and will not function on a live system. Please 
remember the client product key and the server product key are different.  

 

 
 

2. Select a PowerMAN reporting strategy ï PowerMAN may be used with three different 
reporting strategies: 
 

¶ No reporting ï Power management only  
 

¶ Hosted power reporting ï Running on Data Synergy or partner servers 
 

¶ Private reporting ï Local PowerMAN Enterprise Server software 
 
The hosted reporting system minimises installation time and avoids the need to provision a 
private server. The reporting features available are identical to the standard PowerMAN 
Enterprise server environment. 

 
3. Determine if PowerMAN live reporting is required ï PowerMAN v5.3 and later includes 

optional support for additional ñliveò power management reporting. This additional reporting 
feature provides contemporaneous throughout the day at the cost of 2-4KB of additional 
network traffic. This feature is only available if normal PowerMAN reporting is also enabled. 
 

4. Select a deployment method ï PowerMAN may be deployed using a variety of methods. 
The two most common methods, Windows Group Policy and an XCOPY style deployment are 
described in the following sections. The appendices at the end of this document contain 
worked examples for other installation methods. 

 

PowerMAN evaluation product keys are designed to expire. When this happens 
PowerMAN stops applying new power settings and stops reporting usage information 
to the reporting server (if applicable). The PowerMAN service continues to run and 
internally cache PC usage information. In a normal configuration the log data is 
retained, by default, for 28 days. If a new product key is applied PowerMAN resumes 
normal operation following the next system reboot.  
 
There is no user pop-up when the product key expires and the process is transparent 
to the user. PowerMAN continues to report in the event log. 
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5. Select a deployment strategy ï PowerMAN works best if it is used progressively to 
introduce power saving. The recommended approach for a new installation is as follows: 

 

¶ Initially deploy with monitoring enabled but no active power management 
 

¶ Wait several weeks for a usage pattern to emerge (two complete weeks is usually 
sufficient) 

 

¶ Activate some modest power settings. Typically these may include turning off PCôs 
that are not logged on and turning off monitors after a few minutes. Wait another 
period to observe the effect of these changes before proceeding. This initial policy 
need not be visible to users. 

 

¶ Apply some more aggressive power settings. There are a number of approaches to 
this depending on the operation scenario. For example, some organisations hibernate 
computers that are not being actively used after 30 minutes. In a public access area, 
where a user should not be left logged on for prolonged period of inactivity it may be 
appropriate to shut down the computer (with suitable warning) after 10 minutes. 

 

¶ If appropriate consider communicating the strategy and on-going progress to the 
users. Some sites have reported that user participation may itself contribute 
significantly to real energy savings. It is even possible to create league table of the 
most wasteful users or departments! 

 

¶ Consider applying other settings that may be beneficial to users such as 
automatically starting PCs at a certain time in the morning. Please remember, of 
course, that in some scenarios with irregular usage patterns (such as libraries) this 
may result in a significant increase in energy consumption 

 

¶ Consider enabling the PowerMAN user interface icon. This may be used to permit 
some users to opt-out of the managed policy or to view their personal workstation 
PowerMAN statistics. 

 

¶ Continue to monitor the site periodically and ensure that the current settings are 
working effectively. 

 

Preparation for PowerMAN reporting (Optional) 

 
PowerMAN reporting complements the PowerMAN client software by providing powerful, enterprise-
wide, reporting of PC energy usage, costs and waste. The reporting software is available as both a 
hosted environment or traditional PowerMAN Enterprise server software running on an in-house 
server.  
 
The reporting is optional ï the PowerMAN client software will function fully without it. However, the 
reports can be extremely useful to monitor the on-going effectives of your PowerMAN installation and 
determine where further improvements can be made.  
 
PowerMAN reporting is simple to configure but will work best if the reporting strategy is planned in 
advance. PowerMAN refers to groups of associated computers as a óSiteô and uses a unique identity, 
called a SiteGUID, to associate the workstations for reporting purposes. The SiteGUID must be 
registered with the reporting server for the data to be correctly attributed. Each site may also be given 
a friendly description. 
 
 
 
 

Tip: PowerMAN Enterprise Server v5.2 and later supports automatic creation of reporting sites 
based upon the Active Directory membership of each workstation. To use this feature deploy a 
single órootô SiteGUID to all workstations and enable automatic site creation on the server. 
Please see the PowerMAN Enterprise Server documentation for further details. 
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To prepare for reporting proceed as follows: 
 

1. Identify a group or multiple groups of PCs for deployment ï Each group of related PCs is 
known as a PowerMAN ósiteô.  
 

 
 

2. If using manual site creation, allocate a unique SiteGUID for each site ï A SiteGUID may 
be generated on the PowerMAN reporting website using the Add/Move Site link: 
 

 
 

It may also be generated by a standard GUID generation program or by using the makeguid  

command built-in to PowerMAN: 
 
D: \ >POWERMAN MAKEGUID 

 

{f2822500 - 7128 - 48ac - 89c4 - f9a15274afbd}  

 

A SiteGUID created using this method MUST be registered on the server by using the 
Add/Move Site link before reporting can function. 
 
 
 
 
 
 
 
 
 

3. Alternatively, if using PowerMAN Enterprise Server v5.2 or later with automatic site 
creation enabled, determine the root SiteGUID from the server and deploy this to all 
workstations ï This is the SiteGUID associated with the reporting location you wish to treat 
as the AD root. All further reporting sites will be automatically created below this level.  

An ideal site is a group of similar PCôs within a defined environment such as an 
office, department or computer room. It is also good practice to use a separate 
site for areas with distinct power management strategies. This will allow you to 
compare areas.  
 
A typical site can have from 20 to several hundred computers and will be suitable 
for managing as a single entity. After deployment you should try not to change 
the scope of the site (it is easy to create another one) as this may reduce the 
quality of the report data gathered. 
 
You can easily create additional sites to logically divide your estate of managed 
computers and nest sites within one another to reflect your organisation structure. 
 
There is no limit on the number of sites supported. 

Tip: PowerMAN software evaluations are usually supplied with an initial Root SiteGUID 
for the hosted reporting system.  
 
This may be used directly to for basic reporting. In this case you do not need to create a 
new SiteGUID. Larger organisations may wish to create a hierarchy of sub-sites 
allocated each area separate SiteGUID. In this case the Root SiteGUID may be ignored. 
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Microsoft Windows Group Policy Deployment Method 
 
The most common way to deploy the PowerMAN client software is using Windows Group Policy. This 
feature is available on any network running Windows 2000 Server or later. The example below uses 
the Group Policy Management Console (GPMC) which is available from Microsoft as a free download 
(this is built into later versions of Windows 2003 Server and later). If GMPC is not available then the 
older GPEDIT tool (which is built in to Windows) may also be used. 
 
Group Policy Management Console (GPMC) is available from: 
 
http://www.microsoft.com/downloads/details.aspx?FamilyID=0A6D4C24-8CBD-4B35-9272-
DD3CBFC81887&displaylang=en 
 
PowerMAN client deployment requires two core files. These are the only files you need to perform an 
installation: 
 

 
 

PowerMAN Setup.msi contains the PowerMAN program in 
a deployable form. This may be installed manually or via 
Windows GPO. This file also deploys the separate 
PowerSTART application that may be used to launch 
programs that require the system to remain active. 
 

 

PowerMAN5.adm / PowerMON5.adm is an Administrative 
Template that is loaded onto the Windows Server and used 
to configure the PowerMAN or PowerMON software. An 
ADMX file is also provided for use on Windows 2008 and 
later servers. The policy features available are identical.  

 

Making effective use of policy inheritance (Larger networks) 
 
The supplied ADM/ADMX file can be used for both deployment and configuration. The basic example 
below assumes that there is only a single Organisation Unit (OU). However, PowerMAN fully supports 
operation in a diverse, multi-OU, network. 
 
 

 

The ADM/ADMX file may be used to create 
several Group Policies to deploy unrelated 
settings at different OU levels. By default Group 
Policy will automatically propagate policies using 
inheritance so that lower objects receive the 
combination of higher level policies. 
 
A common approach is to deploy the software and 
common settings (for instance the PID key) at the 
top level and apply more specific policies for child 
OUs.  
 
Policy elements may be freely mixed in this way. 
The only requirement is that a specific policy 
setting must only be applied once. 
 

Reporting Root 

Student Computers 

Administration 

Academic Staff 

Resource Centre 

Public Access Area 

Research Staff 

Teaching Staff 

Tip: A common configuration mistake is to create a separate PowerMAN policy for each distinct 
OU and duplicate settings. In a small Active Directory this may be acceptable but generally it 
should be avoided. If you find yourself duplicating the same setting several times this may 

indicate that the policy strategy selected is not making best use of policy inheritance. 

http://www.microsoft.com/downloads/details.aspx?FamilyID=0A6D4C24-8CBD-4B35-9272-DD3CBFC81887&displaylang=en
http://www.microsoft.com/downloads/details.aspx?FamilyID=0A6D4C24-8CBD-4B35-9272-DD3CBFC81887&displaylang=en
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In a network with multiple policies and/or reporting units, and where policy inheritance is not blocked,  
we recommend that policies are applied in three distinct layers: 
 

1. Common policies ï License PID key etc. that apply globally 
 

2. Reporting unit policy ï Reporting settings applied on a per location/site basis 
 

3. Power management policy(s) ï Actual power management policies created for each 
scenario and linked to appropriate management units as necessary 

 

Group Policy Worked Example (Windows Server 2003 and later) 
 
To install PowerMAN using GPO on Windows 2003 Server proceed as follows. The procedure for 
Windows 2008/2012 Server is almost identical: 
 

1. Open the Group Policy Management Console (GPMC.MSC): 
 

 
 

2. Locate the Organizational Unit (OU) that you wish to deploy the software to. The example 
deploys the software to a OU called Public Access Room 
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3. Right click the OU and select Create and Link a GPO here 
 
4. Enter a name of the new policy and click Ok. The example creates a policy called Software ï 

PowerMAN Power Manager. 
 

 

 
 

5. Select the newly created policy, right click and select Edit 
 

 
 

6. The Group Policy Object Editor should open. This is used configure the deployment. 
Navigate to the Computer Configuration section and expand Software Installation. Right 
click and select New/Package: 
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Remember: The MSI file should be placed in a share on the server that is 
accessible to the destination computers. A common technique is to grant 
Domain Computers read access of the share and underlying file system. This 
is explained further in the troubleshooting section below  
 

 
 

 
 

 
7. Browse to the network share that contains the PowerMAN Setup.msi file and press Open. 

 

 
 
 
 

Remember: Most PowerMAN settings are made in the Computer Configuration 
section of the Group Policy Editor. This is because the software must be 
deployed to a computer (and not a specific) user. It is possible to assign 
individual policies to specific users or groups of users but this should only be 
done in an advanced installation. It is normally possible to achieve very good 
results without this extra complication. 
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8. Select Assigned as the deployment method. PowerMAN is a system application and 
therefore it is not appropriate to ópublishô it to users: 
 

 
 

9. Right click on the newly created package and select Properties: 
 

 
 

10. Select the Deployment tab (Advanced in some earlier service pack revisions) and tick 
Uninstall this application when it falls out of the scope of management. Click Ok: 
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Tip: An ADMX file is provided for use on servers running Windows Server 2008 and 
later. It provides the same features as the ADM file. To install the policy files copy the 
ADMX file and en-US folder to the \Windows\PolicyDefinitions folder on the server 
and re-open the Group Policy editor. Please see the following microsoft documentation 
for further information: 
 
http://msdn.microsoft.com/en-us/library/bb530196.aspx 
 
 

 
 
 
 

11. Navigate to the Computer Configuration / Administered Templates, right click and select 
Add/Remote Templates: 

 

 
 

12. Click Add and locate the PowerMAN5.adm file supplied. When this is completed click Close. 
It may be helpful to remove the other administrative templates present using the Remove 
button. These are not required for PowerMAN. 

 
 
 
 
 
 
 
 

http://msdn.microsoft.com/en-us/library/bb530196.aspx
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13. The Group Policy editor should now contain a section for PowerMAN Power Management 
(other sections may be present depending on server configuration). When using the ADM file 
method this is located under Administrative Templates.  
 
Select the PowerMAN Power Management section: 
 

 
 

14. The right hand pane will display a list of the available policy settings: 
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PowerMAN Configuration 

 
The following PowerMAN configuration sections are available: 

 
Section 
 

Meaning 

Policy Preferences Settings to manage lists of power policies that 
may optionally be selected by the user or external 
logic. 

Custom Actions Configure actions that occur during suspend and 
resume. 

Protected Objects Settings to configure a list of protected programs, 
files and times that, when present, ensure the 
system does not enter a low power state. 

Miscellaneous Power Settings Miscellaneous settings for power management 

Device Power Settings Settings to configure device support and 
behaviour in a power managed environment.  

Scheduled Actions Configure the system to shutdown, suspend, 
hibernate, reboot and resume at specific 
scheduled times. 

No User Power Settings Power settings that apply when no user is logged 
on (logon prompt screen) 

Default Power Settings Power settings that apply unless a more specific 
policy applies 

Product Licensing Product key settings. These are required for 
PowerMAN to fully function. 

Power Management Reporting Reporting site configuration information and 
report server settings 

Resume Configuration Configure system behaviour after automatic 
resume (auto wake-up or Wake-on-LAN) 

Advanced Advanced configuration and debug settings used 
to investigate problems 

Enforcement / PC Insomnia Settings to ensure other programs or Windows 
cannot override the selected power policy 

Global Power Settings Power settings that apply to all users 

User Interface User interface settings 

 
 
A basic PowerMON or PowerMAN deployment, operating in reporting-only mode, requires only five 
settings: 
 

¶ Registered organisation name 

¶ Registered product identification key (PID key) 

¶ SiteGUID ï You can generate this on the reporting system 

¶ Logging server name ï The default hosted server is pmstats.org 

¶ Logging server port ï  The default hosted server port is 443. The default PowerMAN 
Enterprise Server port is 8080 

 
To configure the product licensing proceed as follows: 

 
1. Open the PowerMAN Group Policy previously created 

 
2. Select Product Licensing, right click and select Properties 
 
3. Select Enabled, carefully enter the product details supplied with the software, and click Ok  
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To configure the optional PowerMAN reporting settings proceed as follows: 
 

2. Select Power Management Reporting, right click and select Properties 
 
3. Select Enabled and configure the appropriate SiteGUID (including start and end brace 

characters) and reporting server details. For instance: 
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Optionally, you may also wish to enable hardware information and live reporting: 
 
 

 
 

More advanced installations may also require the following: 
 

¶ Proxy server name  

¶ Proxy server port 

¶ Log Backup File 
 

These settings may be ignored if they are not required. Please remember to ensure that your 
site firewall / proxy server will allow http protocol traffic to the logging server. 
 
To complete the basic configuration click Ok 

 
4. Close the Group Policy Object Editor and test the policy works by restarting a computer in the 

relevant Organisation Unit. 
 
5. As the computer starts you should see the PowerMAN Power Management application install 

prior to the display of the logon prompt. If this does not happen please consult the 
troubleshooting section below. 

 
 

 
 
 

 
 
Whilst on Windows 7 and later the following dialogue is displayed during installation: 
 

 
 

Tip: Depending upon server configuration, timing and any other pending 
updates a second reboot may sometimes be necessary for the client software 
to complete installation. This is completely normal.  
 



PowerMAN Power Manager v5.4   

Page 35/131 
 

On Windows XP, for example, the following dialogue is displayed: 
 

 
 
6. Confirm that the service has fully installed by opening the Computer Management Console 

(compmgmt.msc) and checking the status of the PowerMAN Power Management service. 
The service should be already Started as shown below: 
 

 
 
 

7. If necessary you can always verify the version of the PowerMAN service by locating the 
program in the \Windows\System32 folder (or \Windows\SysWow64 for 32-bit PowerMAN 
installed on a 64-bit platform): 

 

 



PowerMAN Power Manager v5.4   

Page 36/131 
 

Alternative SMS / XCOPY Deployment Method 
 
PowerMAN supports a variety of deployment methods. The so-called XCOPY method describes the 
most basic, manual, technique for installing the program. This may be adapted for environments such 
as SMS as required. This section explains the key features of such a deployment 
 

¶ Obtain the PowerMAN installation file and install on the destination PC. There are several 
alternative ways for an Administrator level user to do this: 

 

¶ Double click the MSI file and follow the on-screen prompts 
 

 
 

¶ Install the silently with the following command line: 
 

MSIEXEC /I:òPowerMAN Setup.msiò /qn 

 

¶ Locate the PowerMAN.exe file in the Standalone folder (supplied with the PowerMAN 
distribution) and copy it to the \Windows\System32 folder on the destination 
computer: 

 

 
 

This last method requires the service to be separately installed. This is only required 
the first time. Log on with an account that has administrative rights and execute the 
following command: 

 
POWERMAN START 

 

The PowerMAN.exe file is the ONLY file required on the client computer. 
  
You may optionally wish to use the separate PowerStart.exe program. This can be 
installed by simply copying it to the \Windows\System32 folder. 
 
 

 
 
 
 
 

 
 
 
 

Remember: The PowerMAN service must be installed by a user with local 
administrative rights. It is not possible to install PowerMAN using a logon script 
(which runs as a user). It is possible to install PowerMAN with a computer start-
up script. See the following web page for an example: 
 
http://technet.microsoft.com/en-us/library/cc779329(WS.10).aspx 

http://technet.microsoft.com/en-us/library/cc779329(WS.10).aspx
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Deploy the required configuration settings using the Windows Local Group Policy, REG.EXE or 
REGEDIT tools. The section óAlternative Configuration Method - Local Group Policy / Registry 
Settingsô at the end of this document explains how this may be done. As noted above the minimal 
required settings are normally: 
 

¶ Registered organisation name 

¶ Registered product identification key (PID key) 

¶ SiteGUID ï You can generate this with the MAKEGUID command 

¶ Logging server name ï The standard server is pmstats.org 

¶ Logging server port (usually 443 for hosted system and 8080 for PMES) 
 

Deploying PowerMAN in a pre-built software image óGhostô-style deployment 
 
PowerMAN fully supports deployment in a pre-built software image. This is sometimes known as a 
óGhostô-style deployment. Typically, in this scenario, PowerMAN is manually installed on a master 
computer. In some cases some initial settings may be configured using Local Group Policy or similar. 
This computer is then cloned on to multiple destination computers. There is one important thing to 
remember when performing such a deployment: 

 
 

Deploying PowerMAN updates 

 
PowerMAN is periodically updated. This may be necessary to resolve minor product problems or 
introduce new features. For technical reasons the MSI file supplied with PowerMAN does not 
support in-place upgrade installations. Therefore the existing PowerMAN installation must be 
removed prior to installing a new one. This is a transparent process and no reporting continuity will be 
lost if PowerMAN is immediately replaced. There are several ways to achieve this: 
 

¶ Using Group Policy for deployment (recommended method): Create a new PowerMAN 
policy and unlink the old one. The old installation will be removed and the new one installed 
the next time the workstation is rebooted. This should normally only require a single reboot. 
 

¶ Using Group Policy for deployment (alternative method): Use the Group Policy update 
feature by amending the existing policy to update the deployed MSI file. This is supported 
because Group Policy automatically removes the old software before deploying the new 
version 
 

¶ Non-Group Policy deployments (e.g. SMS/XCOPY etc.): Use a deployment script that 
executes the following sequence: 
 

¶ POWERMAN REMOVE 

¶ Copy new PowerMAN.exe to \Windows\System32 

¶ POWERMAN INSTALL 

Remember: The ClientGUID  value is used to uniquely identify each computer. 

This is automatically generated and should not be cloned from one computer to 
another. If this field is removed PowerMAN will generate a unique new 

ClientGUID . If the same ClientGUID  is present on multiple computers this will 

prevent the reporting feature from operating correctly. Please remember to remove 

the Clie ntGUID  prior to creating the master software image. The easiest way to 

do this is to stop the PowerMAN service and then use the RegEdit  tool to delete 

the setting from the HKLM/Software/PowerMAN registry key. This step should be 
performed just prior to creating the software image. 
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Removing PowerMAN (Uninstallation) 

 
PowerMAN may be removed using the reverse of the mechanism used to install it: 
 

¶ Group Policy based deployment: Unlink the policy. PowerMAN will be removed following 
the next system reboot 

 

¶ Non-Group Policy deployment (e.g. SMS/XCOPY etc.): POWERMAN REMOVE 

 
When PowerMAN is uninstalled the cached reporting information is retained in the Registry. This 
allows a subsequent installation to continue the reporting process with no loss in data continuity. To 
completely remove PowerMAN and the Power Management event log the following Windows 
commands may be used: 

 
REG DELETE "HKLM\ SYSTEM\ CurrentControlSet \ services \ eventlog \ Power 

Management" /f  

 

REG DELETE "HKLM\ SOFTWARE\ PowerMAN" /f  
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PowerMAN Configuration 

 
PowerMAN provides support for a wide variety of power related settings. The following sections 
provide a summary of the supported configuration features. 
 
 
 
 

Product Licensing 

 
The Product Licensing settings are used to configure the unique organisation product license. 
These MUST be configured for PowerMAN to function: 
 

Setting Meaning 

RegisteredOrganisation The organisation that PowerMAN is licensed to. This must 
be spelled exactly as supplied. 
 
e.g. Example Corporation Limited 

RegisteredProductKey The unique product key (PID) required to activate the 
software. This is exactly six groups of four characters 
separated by five dashes. 
 
e.g. XGHK-GABQ-GDTH-UJKQ-HYJK-DBKY 

 

Power Management Reporting 
 
The Power Management Reporting settings are used to configure site membership and reporting 
server. These can be disabled if reporting is not required. This is, however, not recommended, 
because it will mean there is no direct way to measure site performance or fine tune the configuration. 
 

Remote Management and 
Monitoring 

Meaning 

Site GUID Unique site identity used to track a group of computers 
that are managed as a single entity. This value can be 

generated on the server or with the Makeguid  command. 

 
e.g. {5c952c78-832f-4b68-bbf3-9986262e55ed} 
 
PowerMAN Enterprise Server v5.2 and later supports 
automatic site creation. If this feature is being used then 
all workstations should be assigned the root SiteGUID. 
Please see the PowerMAN Enterprise Server 
documentation for further details. 

Server The address of the logging server. This can be blank if 
management reporting information is not required. The 
standard logging server is pmstats.org 

Server Port The port number of the logging server. This is usually 80, 
443 or 8080. The pmstats.org hosted reporting system is 
available on ports 443 and 8080. A private PowerMAN 
Enterprise Server may be configured to run on any port. 

Proxy The address of the local proxy server that PowerMAN 
must use to send management information to the logging 

Tip: Unless stated otherwise all times are local times (to the PC) and in 24-hour format. 
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server. This can be blank if a proxy server is not required. 

Proxy Port The port number of the proxy server. This is typically 
8080 and is ignored if no proxy server is configured.  

Log Backup File Some sites frequently re-install (sometimes called re-
image) workstations to ensure a smooth user experience. 
A similar scenario occurs when system protection 
software such as Faronics Deep Freeze or Microsoft 
Steadystate is used. In such configurations the most 
recent power usage information can be lost during a re-
installation. This can result in the PowerMAN reporting 
feature providing only intermittent data. This can be 
avoided by configuring PowerMAN to store a backup of 
the usage information. It is the responsibility of the system 
administrator to ensure that this file is protected during 
the reinstallation process by either excluding it from being 
over-written or by moving it to a safe location. This setting 
must refer to a local path. 
 
e.g. %windir%\system32\logfiles\PowerUsage.xml 
e.g. T:\PowerUsage.xml 
 
Tip: If the workstation is not frequently re-installed 
this setting may be left blank. When used with 
Faronics® Deep Freeze this file may be located in the 
óThaw Spaceô. This may optionally be hidden.  

Report Live Status Report contemporaneous power status information 
whenever a significant power management event occurs. 
This includes: 
 

¶ Start-up / shutdown 

¶ Sleep or hibernate 

¶ Resume  

¶ User logon / off 

¶ Battery / Mains power source 
 
NB: This feature is enabled by default and will generate a 
very small amount (approxmiatly 2-4KB) of additional 
network data per day/workstation. This feature requires 
PMES v5.3.0 or later. 

Include Hardware Data Report hardware details about the current workstation 
including: 
 

¶ Number of CPU sockets / cores / logical 
processors 

¶ Estimated CPU speed (MHz) 

¶ CPU make / model  

¶ Installed RAM 

¶ Motherboard make / model 

¶ BIOS make / version / release date 

¶ Number of hard / optical disks 
 
NB: This feature requires PMES v5.3.0 or later 

Hide PC Identity Do not report the computer name or MAC address. This 
may be desirable to further anonymise the PowerMAN 
data collected.  Enabling this feature will make it 
impossible to determine which workstation generated the 
data. 
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Default and No User Power Settings 
 
The Default Settings and No User Power features allow idle policies to be configured for all users 
and when nobody is logged on respectively. If a óNo Userô policy is not specified then the default 
policy also applies when nobody is logged on. 
 
In some situations it may be desirable to employ a separate, often stricter, policy when no user is 
logged into the computer. For instance, it is often acceptable to shut down a computer when no user 
is present although this may be unacceptable for a user is logged in. The No User Power Settings 
section allows you to configure a separate policy for this situation. The majority of the settings are 
comparable to those available in the Windows XP control panel applet (Powercfg.cpl). 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
The following settings are not available in the No User configuration: 
 
 

Default Power Settings Meaning 

Logout Timeout AC  
 

The inactive time in minutes, when running on AC (mains 
power), that will trigger the user to be logged out. 

Logout Timeout DC  As above but applies when running on battery power. 

 
The following settings are available for both the Default and No User configurations: 
 

Default and No User Power 
Settings 

Meaning 

Policy Name A name to identify the policy. This is displayed in the 
Control Panel power applet and also used in the power 
management event log. The policy name is mandatory. 

Idle Action AC The action to take (shutdown, suspend, hibernate, 
nothing) upon entering the idle state 

Policy Applies The days that the policy will apply 

Start Time (hh:mm) (Optional) The time of day the policy starts to apply. This may be 
blank. A blank time is treated as 00:00. 

End Time (hh:mm) (Optional) The time of day the policy ceases to apply. This may be 
blank. A blank time is treated as 23:59. 

Idle Timeout AC The inactive time in minutes, when running on AC (mains 
power), that will trigger the idle action. 

Idle Action DC As per Idle AC but applies when running on battery power. 

Idle Timeout DC As above 

Monitor Off AC The inactive time in minutes, when running on AC power, 
before switching the console monitor off. 

Monitor Off DC As per Monitor Off  AC but applies when running on 
battery power. 

Tip: In addition to supporting distinct policies for different user scenarios, PowerMAN also 
allows different policies to be active at different times. These features may be combined to 
create a layered power management strategy where different policies apply at different times 
and to different users. PowerMAN prioritises the policies in numerical order and implements the 
first applicable policy.  

 

 
Tip: Take care to avoid overlapping policy times. PowerMAN will always use the first applicable 
policy and therefore will normally ignore an overlapping policy. 



PowerMAN Power Manager v5.4   

Page 42/131 
 

HDD Off AC The inactive time in minutes, when running on AC power, 
before switching the hard disk off. 
 
NB: This policy may not be very effective on many 
systems that perform frequent background tasks. See 
troubleshooting section for further information. 

HDD Off DC As per HDD Off AC but applies when running on battery 
power. 

CPU Performance AC 
 
 

The processor throttling policy to apply when running on 
AC power: 
 
Adaptive ï Match performance to demand 
 
Degrade ï Maximize energy saving by reducing CPU 
performance 
 
None ï Maximize performance (increased energy 
consumption) 
 
Processor throttling is not available on all hardware and is 
ignored if it is not supported. Energy consumption can be 
dramatically reduced when CPU Performance is set to 
degrade. This is especially useful when no user is present 
as it unlikely to have any adverse impact. See the 
following for additional information: 
 
http://www.microsoft.com/whdc/archive/winpowmgmt.mspx 

CPU Performance DC As per CPU Performance AC but applies when running on 
battery power. 

Preference Tag (optional) See policy preferences section for further information. This 
setting may be blank. 

 

  
PowerMAN running on  

Windows 2000 / XP 
PowerMAN running on  
Windows Vista/7/8/10  

 

http://www.microsoft.com/whdc/archive/winpowmgmt.mspx
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Scheduled Actions 

 
The Scheduled Actions feature allows specific power management actions to occur at specific 
times. This can be used to shutdown, reboot or suspend the PC and optionally resume it again. 
Multiple scheduled actions may be configured to run concurrently. 
 
 

Setting Meaning 

Randomly Distribute Wake Times Allow wake-up times to be distributed a few 
seconds either side of the specified time. 
This is option is designed to avoid power 
surges that could result from many 
computers simultaneously resuming at the 
same time. 

 

Scheduled Wake (Resume) 
 
The Scheduled Wake option allows you to configure a time that the computer will automatically wake 
from the sleep or hibernated states: 
 

Scheduled Wake Meaning 

Days The weekdays that the scheduled wake policy will apply 
(typically All or Mon-Fri). This option may be extended 
by editing the ADM file. See appendix for further details. 

Only Dates (optional) The days of the month that the scheduled action will 
apply. This works in combination to the weekdays 
specified and may be left blank if not required.  
 
e.g. To wake on the 1

st 
,8

th
, 15

th
 and 29

th
 of each month 

at 23:00 - specify: 1, 8, 15, 29 and set days to 
ñEverydayò 
 

 
 

Time (hh:mm) The local time that the computer is scheduled to wake. 
Typically this value is set to be a few minutes before the 
user requires the computer. Remember that, depending 
on other power settings, the computer may shutdown or 
sleep if no activity occurs within the timeout period. 
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PowerMAN uses two complementary systems for PC wake-up. 
 
The scheduled wake-up feature uses the timer built-in to most modern computers. This 
more reliable than Wake-on-LAN (WoL) techniques and does not require any network 

communication. You can test this feature on a PC by using the SLEEPCHECK or 

HIBERCHECK commands. The scheduled wake feature is not suitable for ad-hoc wake 

because the timer must be configured before the PC enters the low-power state. 
 
The PowerMAN server system also allows you to perform ad-hoc system wake-up. This 
can be accomplished by clicking the link provided on the server reports or by manually 
forming the required wake URL. This feature requires the Data Synergy WakeMAN 
software.  
 
To use a WoL based technique some computers will need this feature to be enabled. This 
configuration is usually accomplished in two phases: 
 

1. Wake-on-LAN must be enabled in the BIOS. The Data Synergy DMCMOS32 
tool may be used to automate this process 
 
2. The network card must support WOL and this must be enabled in Windows 
Device Manager 

 
Remember: Not all computers supports scheduled wake. This is because it requires 
certain circuitry to be present on the computers motherboard. In practice most modern 
computers do have this function. In some cases it may be necessary to modify the BIOS 
settings to enable this feature. PowerMAN is capable of reporting if the computer believes 
it is capable of automatic wake. This reporting information is, however, not always 
accurate. If in doubt please contact your PC vendor. PowerMAN Technical Support can 
provide further information on debugging automatic wake issues. 
 
Scheduled wake can be especially useful when combined with an idle action of sleep or 
hibernate. Typically most modern systems cannot resume from the full power-off state but 
can resume from sleep/hibernate. This means that a system can be automatically made 
available at a specific time of day such as the start of a school day. 
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Scheduled Suspend / Reboot / Shutdown 
 
The Scheduled Suspend/Reboot/Shutdown feature allows you to specify a scheduled time that the 
system will automatically enter a power saving state, reboot or shutdown. This approach is generally 
not as power efficient as idle based approaches but may be appropriate in classrooms or similar 
where a predictable outcome is desirable: 
 

Scheduled Shutdown/Sleep Meaning 

Days The weekdays that the scheduled action will 
apply (typically All or Mon-Fri). This option 
may be extended by editing the ADM file. 
See appendix for further details. 

Only Dates (optional) The days of the month that the scheduled 
action will apply. This works in combination to 
the weekdays specified and may be left blank 
if not required.  
 
e.g. To sleep on the 1

st
 and 10

th
 of each 

month specify: 1, 10 and set days to 
ñEverydayò. 

Time The local time that the computer is 
scheduled to enter the specified state. 
Typically this value is set to be a few minutes 
after the closuring of a public access area. 

Mode How to apply the specified action - This may 
be one of the following: 
 

1. Allow user to cancel the action (the 
user is prompted) 

 
2. Do not allow user cancel (the user is 

warned but cannot prevent the 
action) 

 
3. Only if no user logged on (the action 

is ignored if a user is present) 
 

Action The action to take. This may be sleep, 
hibernate, reboot or power off. 

Resume If Necessary Allow system to wake from a low power state 
in order to perform another task or transition 
to another power state. 
 
This setting is typically used in environments 
where Sleep (S1-S3) is used during the 
daytime but at night additional energy saving 
is desired by changing to Hibernate (S4) or 
power off (S5). If this setting is enabled the 
system will wake from one state and 
immediately transition to the specified state. 
As with the scheduled wake feature this 
function depends upon the hardware support 
for scheduled wake-up. 

Override Allow scheduled event to be inhibited by 
other programs or settings. This option can 
be used to prevent the event from occurring 
when a protected program or file is present. 
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User Prompt The message displayed to the user (if 
present) when the scheduled action runs 

Prompt Timeout The time that the message is displayed to the 
user. 

Maximum Postpone The maximum time that the user may 
postpone the scheduled action (if permitted).  
 
The available postponement time decreases 
with each postponement subject to the 
prompt timeout period. 

 

 

 

Tip: Some organisations have found that power saving can be maximized without 
sacrificing usability by combining sleep and hibernate. In such a configuration sleep is 
configured as the ódaytimeô idle action with a relatively low timeout value (for example 
10 minutes). This means that the system will frequently sleep but is available almost 
instantly should the user require it. The user experience with such a light sleep is very 
similar to that when only the monitor is turned off. When this is combined with 
scheduled hibernation during non-operating hours (night) and wake at the start of 
operating hours the user may not even notice that the system is using power saving. 
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Global Power Settings (Power buttons, lid switches etc.) 
 
PowerMAN supports the following Global Power Settings. These apply to the workstation at all 
times regardless of which user is logged on: 
 

Global Power Settings Meaning 

Lid Open AC The action to take, when running on AC 
power, when the computers lid (if present) is 
opened. Support for this feature may not be 
present on all hardware. 

Lid Open DC As above but applies when running on DC 
power 

Power Button AC The action to take, when running on AC 
power, when the power button is pressed. 

Power Button DC As above but applies when running on DC 
power 

Sleep Button AC The action to take, when running on AC 
power, when the sleep button (if present) is 
pressed. 

Sleep Button DC As above but applies when running on DC 
power 

Lid Close AC The action to take, when running on AC 
power, when the computers lid (if present) is 
shut. Support for this feature may not be 
present on all hardware. 

Lid Close DC As above but applies when running on DC 
power 

Password on wake Require a password when the computer 
wakes from sleep or hibernate. This should 
normally be enabled. 

Show power meter Show the power meter on the task bar. This 
policy should generally only be enabled for 
laptop computers. 

Video Dim DC Dim the screen when running on DC power. 
This policy is typically only supported by 
some laptop computers.  

 

Protected Objects (including maintenance windows) 

 
PowerMAN allows various objects to be óprotectedô. When a protected object is present power 
management may be inhibited. The following protected objects are supported: 
 

Protected Setting Meaning 

Protected Times 
(maintenance windows) 

Specifies a time window that power 
management will be disabled. Optionally the 
system may be configured to resume from a 
low-power state to enter the protected time 
period. 
 
A protected time may optionally be specified 
to only apply on certain days of the month. 
This works in combination to the weekdays 
specified and may be left blank if not 
required.  
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e.g. To apply on the 1st and 10th of each 
month specify: 1, 10 and set days to 
ñEverydayò 

Protected Computers Specifies a list of computers where power 
management is disabled. This may be used 
to provide exceptions for certain computers 
within a policy group that generally 
implements power management. 

Protect Computer Protect any computer that this policy is 
deployed to.  

Protected Programs Specifies a list of programs that, when 
running, require the system to remain awake.  
 
Program names should be specified without 
a file extension.  
 
e.g. CMD and not cmd.exe 
 
To specify a minimum CPU load% threshold 
for the protected program use ;10%   
 
e.g. CMD;10 
 
The minimum CPU load must be 10-100% 

Protected Files As above but applies to files. When a file in 
the protected list exists PowerMAN will 
ensure that the system remains awake. 
 
Files should be fully qualified and include a 
file extension. 
 
e.g. C:\CONDOR\ACTIVE.LOG 

Protect Users See: Distinct User Policies below 

 
The Protected Server Service/Shares feature allows you to configure the client computer to remain 
awake (not idle) when the computer is sharing resources: 
 
 

Protected Setting Meaning 

Protected Server Service/Shares The following options are available: 
 
Server service running ï This service 
provides resource sharing features to other 
computers. It is enabled by default. This 
option should be used cautiously as it will 
inhibit power management on typical 
systems. 
 
File shares ï Power management is 
inhibited if any file share is present 
 
Print shares ï Power management is 
inhibited if any file share is present 
 
This policy also supports logical 
combinations of File/Print shares.  
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Resume Configuration Feature 

 
By design Windows will return to the previous low power state (sleep or hibernate) after few minutes if 
there is no user activity following an automatic resume. This feature is automatically disabled as soon 
as user activity resumes. On some systems application behaviour may interfere with this feature or it 
may be undesirable. For instance, this Windows feature can sometimes interfere with a scheduled 
Anti-virus scan. 
 
PowerMANôs Resume Configuration feature allows this Windows feature to be inhibited where 
necessary:  

 
Resume Configuration Setting Meaning 

Inhibit re-suspend timeout Specifies a period of time during which 
PowerMAN will prevent the system from 
returning to the previous low power state.  
 
If no user activity occurs during this period 
PowerMAN will subsequently allow the PC to 
return to the previous low power state. This 
process is terminated immediately upon any 
user activity 
 

Activate Display * 
 
*This feature is not supported on some 
hardware platforms or graphics cards. 

Allow the display to be turned on following an 
automatic system resume.  
 

 

Power Policy Enforcement / Anti-Insomnia Feature 
 
PowerMAN supports a Policy Enforcement / Anti-Insomnia feature. This can be used to ensure 
that the specified idle action will occur and cannot be suppressed by Windows or another program. 
This is sometimes known as óPC Insomniaô and is necessary on some systems where the installed 
software may periodically reset the Windows idle timer or otherwise prevent the system from idling. 
 

Policy Enforcement Settings Meaning 

Extra Timeout AC The amount of time, in addition to the 
specified idle timeout after which the idle 
action will be forced.  

Extra Timeout DC As above but applies when running from 
battery power. 

Managed policies only Apply policy enforcement to managed 
(PowerMAN) policies only. If this setting is set 
to disabled policy enforcement will be applied 
to the active power scheme even if it was not 
created by PowerMAN. This is disabled by 
default. 

No user policy only Apply policy enforcement only to the óNo 
Userô policy that applies when nobody is 
logged in. This is disabled by default. 

 
The policy enforcement feature is enabled by default with a grace period of 15 minutes. We 
recommend that this feature is not disabled. 
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Hardware Device Power Management Settings 
 
PowerMAN allows the power management properties of some hardware devices to be configured 
centrally. This feature is intended to ease the transition to a power managed environment by ensuring 
hardware settings are consistent. Separate settings are provided for portable (laptop) and desktop 
computers. Portable computers are those with an internal batter. All of the following features become 
effective at the next reboot: 
 
 

Device Power Management Setting Meaning 

Network interface power management Specify power saving / wake mode for 
supported network interface devices. This 
may be used in preperation for a Wake-on-
LAN (WoL) deployment or to disable WoL.  
 
The available options have the following 
meanings: 
 
Disable power management ï No power 
saving enabled. 
 
Allow power saving modes ï Allow device 
to enter low-power state 
 
Allow computer wake (any) ï Allow any 
network packet to wake workstation (not 
recommended) 
 
Allow (WoL) computer wake (strict) ï Allow 
only Wake-on-LAN packets to wake PC. This 
is the recommended setting. 
 
The 'Allow Wake (Any)' setting may cause 
occasional wake-up due to normal network 
traffic and should not be used on portable 
computers. This setting becomes effective on 
the next reboot.  
 
This feature supports most network interface 
devices. Please contact Data Synergy 
Support if this feature fails to work with your 
device for further advice.  

USB Hub power management 
(Selective Suspend) 

Configure power saving mode for USB hubs. 
In some Microsoft documentation this feature 
is known as óselective suspendô. Allowing 
USB hubs to enter a low-power state can 
decrease overall energy consumption. 
However, this may also prevent a device 
such as a keyboard, connected to the hub 
from being used to wake the workstation. 
 
NB: The principle purpose of this feature 
is to disable power management for USB 
hubs that manage a USB keyboard where 
the keyboard is used to wake the PC. 

HID Keyboard / Mouse wake Configure keyboard / mouse devices to wake 
the PC. In some cases this may also require 
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a related BIOS settings change to operate. 
 
This feature is not available for legacy 
PS/2 devices. 

USB S3 Sleep / Wake  
(Windows XP/2003 only) 

Allow S3 sleep mode when USB devices are 
configure to wake the system. On some 
systems compatibility problems have been 
found with S3 mode when using USB 
devices.  
 
In some rare cases using this feature can 
result in system instability during suspend or 
resume if S3 is not fully supported. Please 
see http://support.microsoft.com/kb/841858.  
 
This is only supported on Windows 
XP/2003 and may not function for all 
hardware. 

 

User Interface Settings  

 

 

PowerMAN includes an optional user interface 
feature. This makes some convenient options 
available to users via an icon in the System 
Notification (Tray) area.  
 
The user interface allows users to interact with the 
power management strategy and, within limits, 
customise it for their own requirements. Experience 
has shown that this can greatly increase user 
acceptance of a new power managed environment. 
 
The user interface may be enabled only for certain 
users and each feature within the interface may be 
configured via the policy settings below: 

 
User Interface Setting Meaning 

Display GUI Enables sdisplay of the user interface icon. If necessary 
the icon can be enabled without enabling any of the other 
UI features.  

Help Page The URL of the power management help page. This can 
be the default page provided by Data Synergy or a 
custom page specific to your organisation. To disable this 
feature blank the page link. The default page is: 
 
http://www.datasynergy.co.uk/help/powermanhelp52.aspx 

Allow exit Permit user to exit the UI 

Allow opt-out Configures the opt-out menu option. When enabled this 
allows a user to opt-out of the centrally managed power 
management strategy and self-configure using the 
standard Windows Control Panel appley (powercfg.cpl).  
 
When this feature is enabled the Control Panel power 
management applet can be opened by double clicking on 
the PowerMAN Icon 
 
We recommend that this feature is only enabled for 

http://support.microsoft.com/kb/841858.
http://www.datasynergy.co.uk/help/powermanhelp52.aspx
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users that strictly require it.  

Allow keep awake Configures the keep awake feature. When enabled by the 
user this feature will prevent the computer from entering a 
low power state.  
 
We recommend that this feature is only enabled for 
users that strictly require it. 

Personal Statistics Link Enables display of the personal statistics menu option. 
When selected this link will open the PowerMAN statistics 
webpage for the current workstation.  
 
This option is intended for computers that are 
predomenatly used by a single user and should not 
be enabled for shared workstations. 

 
The majority of user interface settigs are available as both per-computer and per-user settings. If a 
user policy is specified it takes precenece over the computer policy. The behaviour of the user 
interface feature may be further modified using the miscellaneous settings.  
 

PowerMAN User Interface Icon 

 
The PowerMAN icon displays the current power management state. In some cases the icon may be 
overlaid with an additional symbol as indicated below: 
 

Meaning / Icon  Keep awake 
enabled 

Out-out enabled Forced awake 
(third-party app) 

Managed Plan 
Active 

    
No managed 
plan / Managed 
plan not active 

    
 

The user interface is designed to place minimal requirements upon the workstation. For this reason it 
only updates every few seconds. There may be a small delay between changing power management 
state and the icon changing. This is normal. 
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Miscellaneous Power Settings  
 
PowerMAN provides several miscellaneous configuration features under the miscellaneous section. 
These are generally minor features or features that influence the way other policies are interpreted. 
 
Separate DC power policy settings are provided for systems, such as laptop computers, that run on 
both AC and DC power. Typically the DC policy will be stricter to enhance battery life. For desktop 
computers these values should be set to the same as the AC policy. The DC settings are ignored 
unless the Separate DC Settings feature is enabled: 
 

Setting Meaning 

Separate DC Settings Allow separate DC settings to be configured. 
When disabled any DC settings are ignored. 
This option should be set to not-configured or 
disabled except when configuring PowerMAN 
for use with portable computers. If separate 
DC settings are used care should be taken to 
ensure they are compatible with the AC 
settings. 

 
The Hibernate (Suspend to disk) option allows you to remotely enable the Hibernate (S4) power 
saving state. This is the same as selecting the checkbox on the local computers Power Management 
Control Panel applet. As noted elsewhere S4 is the most effective power saving state available that 
still retains the usersô (logon) session state. 
 

Setting Meaning 

Hibernate (Suspend to disk) Enable support for the hibernate (S4) power 
saving option. This is the same as ticking the 
hibernate option in the local control panel 
applet. If hibernate is not enabled attempts to 
hibernate will normally result in Suspend To 
RAM (S1-S3) instead. 

 
PowerMAN allows the various built-in Windows power management tools to be hidden. These 
settings are available separately, using several different policies provided by Microsoft, and is 
therefore provided to simplify the process with a single configuration option.  
 

Setting Meaning 

Hide Power Management Tools Hide the Power Management control panel 
applet and the Screen Saver configuration 
tab of the display properties applet.  
 
This feature is only available in Windows 
XP/2003. 

 
 

Remember: Only Power Users and Local Administrators can usually change the 
computer power settings. PowerMAN allows you to specify settings for all users 
regardless of their access level. The option to hide the built-in Windows tools is 
designed to prevent casual tampering. It will not prevent a knowledgeable Power User 
(or above) from loading the Power Management Control Panel applet (Powercfg.cpl) 
manually. This should not be a significant concern as any configuration changes a 
user does make will be erased the next PowerMAN updates (usually every 10 
minutes). If users really require the ability to override you Administrator defined 
configuration you should consider either applying a separate user policy OR allowing 
the user access to the opt-out feature via the user interface. 
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The Ignore User Power Policies option allows you to disable the separate user specific power 
settings on a per-machine basis. This option may be useful where you are using a combination of 
default and specific user settings but on certain workstations you want the default settings to apply 
regardless.  
 

Setting Meaning 

Ignore User Power Policies Ignore any user specific power settings 
(configured in a user-based policy).  
 
When a user is logged in the default settings 
will apply and the userôs PowerMAN settings 
ignored.  When no user is logged in the No 
User settings, if present, will apply.  
 
This setting may be used to override the 
specific user settings on a per-computer 
basis. This is ideal for shared systems or 
computers in a public area. 

 
The Ignore User Opt-out feature instructs PowerMAN to ignore the user opt-out option available, at 
the administratorôs discretion, to users via the user interface icon. 
 

Setting Meaning 

Ignore User opt-out Ignore user opt-out configuration. This option 
also removes the user opt-out option from the 
user interface menu. 

 
The Discard User Opt-out and Discard User Keep Awake features instruct PowerMAN to discard 
any user opt-out or keep awake setting upon logon or reboot. This may be used to discourage 
persistant abuse of these features by users to workaround the intended power managemen scenario: 
 
 

Setting Meaning 

Discard User Opt-out Discard user opt-out selection upon logout / 
reboot. 

Discard User Keep Awake Discard user keep awake selection upon 
logout / reboot. 

 
Windows Vista and later allow the hardware wake-up timer to be disabled. This decreases power 
consumption in a low-power state by disabling automatic system resume. If system resume is not 
required then these timers may be safely disabled. Conversely, if wake-up is desired then this feature 
should be enabled. This feature has no effect on legacy operating systems prior to Windows Vista: 
 

Setting Meaning 

Allow wake-up timers AC Globally enable/disable hardware wake-up 
timers on AC power 

Allow wake-up timers DC As above when running on battery power. 
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Custom Actions 
 
PowerMAN allows specific custom actions to be performed during system suspend and resume. 
These actions can be run for the entire system or per-user. Custom actions may be used to 
implement workarounds for undesirable application behaviour in a power managed environment or to 
notify a third-party component that suspend/resume is occurring. 
 
Two action types are currently supported: 
 

1. CLOSEWINDOW ï Close specific application window(s) or dialog(s). This action supports 
wildcards. 
 

2. RUNPROG and RUNHIDDEN ï Launch application / script 
 

The command syntax and operation of custom actions is further explained in the Appendix at the end 
of this document. 
 
 

Policy Preferences Feature (Advanced) 
 
The PowerMAN Policy Preferences feature allows a menu of power policies to be assembled and 
periodically displayed to the user for self-selection. This may be used to greatly increase user 
participation in an enterprise-wise power management strategy whilst strictly controlling the options 
available. We recommend that this feature is only used by administrators already familiar with basic 
PowerMAN configuration. 
 
 
 
 
 
 
 
The preferences feature may be combined with the start/end policy times and default, no user/ 
specific user settings to create powerful, multi-layered policies. The preferences system also provides 
for a fallback to an alternative policy if no preference policy is applicable. It is good gractice to provide 
a fallback policy. This will ensure that a centrally defined policy always applies. 
 
 
 
 
 
 
 
 
The preferences feature is implemented using a Preference Tag that may be assigned to PowerMAN 
idle policies. The tag is a short alpha-numeric string and is not displayed to users. This tag associates 
groups of related policy settings together.  
 

Tip: This feature may also be leveraged in non-directory environments to deploy a ópoolô of 
power policies and to selectively activate the desired policies using client-side logic. This 
may be achieved by using the Policy preset or Registry defined for system modes. 

 

Tip: Multiple Default, No User and User-specific policies may be tagged with the same tag. 
The normal PowerMAN rules apply and the first applicable policy will apply. This may be 
used to implement a linked collection of policies that apply at different times and in different 
situations 
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The preference tag field should be left blank when not required. 
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The following basic settings are supported: 
 

Policy Preferences Configuration Meaning 

Mode Defines the operating mode of the policy 
preferences feature. 
 
The available options have the following 
meanings: 
 
User self selection ï The user is prompted 
to self-select from the available options. The 
selection only applies whilst the user is 
logged on. 
 
User selection for system ï The user is 
prompted to self-select from the available 
options. The selection applies to the 
workstation regardless of who is logged on 
until a subsequent selection. 
 
Policy preset ï No user interface is 
displayed. The selection is defined by a 
policy setting.  
 
Registry defined for system ï No user 
interface is displayed. The selection is 
defined by a registry setting. This feature 
allows the selection to be made by third-party 
logic or a script. 
 

Fall-back to Defines the PowerMAN behavior if the 
current policy preference selection is not 
available.The available options have the 
following meanings: 
 
Any applicable policy ï Use first applicable 
policy regardless of policy tag 
 
None.  Preference policy only ï Only use 
tagged policies. If no applicable tagged policy 
available do nothing. 
 
Non-preference policies only ï Ignore 
tagged policies and use first applicable non-
tagged policy. 
 

 

 
The Policy Preferences selection menu is displayed whenever a user selection is required. This can 
be because the interface has not been displayed for a period of time or because the previous 
selection is no longer available. The following settings are available to configure this feature: 
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Policy Preferences User Interface Setting  Meaning 

Display Interface Defines how often the selection menu is 
displayed.  
 

User Prompt Defines the message displayed to the user 

Options (tag;description) Define a list of options to display. These are 
in tag;description format where the tag is 
available within the pool of available policies. 

 
For example, the Options (tag;description) configuration could be: 
 

 
 
PowerMAN will only display menu options that are available. Therefore, if no options are actually 
available the policies the menu will not be displayed. The menu is displayed when the user next logs 
on: 
 

 
 
 

 

The menu may also be displayed at any time by 
selecting the option from the PowerMAN icon. 
 
















































































































































